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Cookie Policy 

 

Summary 

When you access or interact with this platform, we or our authorized service providers may use cookies, web 

beacons, and other similar technologies to store information in order to provide our users with a better, 

faster, and more secure experience. 

Through this page we intend to provide more information about the technologies we use and how they are 

used on MyChange for AFID platform (subsequently, this “Platform”). The following is a summary of some 

important things to know about the use of these technologies and of the full text of the present Cookie Policy. 

Our cookies and similar technologies have several functions. Specifically, they are useful to ensure that our 

services work and to offer you with an improved browsing experience. We use cookies and similar 

technologies that remain on your device only for the period of browser activity (session cookies) or for a 

longer period (persistent cookies). You can block, delete, or disable them if your device allows it. Users can 

manage cookies and cookie preferences in their device or browser settings. 

Where possible, security measures are implemented to prevent unauthorized access to cookies and similar 

technologies. A unique code ensures that only we and/or our authorized service providers can access cookie 

data. With respect to the processing activities of your personal data in relation to cookies issued directly by 

us, the data controller is Eni Corporate University S.p.A. With respect to processing activities related to 

cookies issued by third parties, each third party is an independent data controller. 

This Platform, in any case only uses first-party technical cookies, web beacons or other similar technologies 

that are solely used to allow you access on the platform, to prevent fraudulent activity, to improve security 

and to enable other functions of the platform such as those allowing you to resume the view of a video 

content.  

Below is the necessary information that must be entered on websites that handle cookies. 

 

1. What are cookies, web beacons and similar technologies?  

Like most websites, we use small data files that are saved on the user's computer, tablet, mobile phone or 

other mobile device (collectively referred to as "device") to record certain data each time a user logs in or 

interacts with this Platform. 

The names and the specific types of cookies, web beacons and other similar technologies that are used can 

change over time. To help you better understand the policy and use of these technologies, here are some 

terms with their definitions:  

Cookies: small text files (typically made up of letters and numbers) that are stored in the memory of your 

browser or device when you visit a website or view a message. Cookies allow a website to recognize a 

particular device or browser. There are different types of cookies:  

 Session cookies expire at the end of the browser session and allow us to connect the actions of the 

user during that specific session.  



 Persistent cookies remain stored on the user's device even after the end of the browser session and 

allow us to remember your preferences or actions across multiple sites.  

 Proprietary cookies are placed by the website the user is visiting.  

 Third-party cookies are placed by a third-party website that is not the site the user is visiting.  

Cookies can be disabled or removed using the tools available in most browsers. Cookie preferences must be 

set separately for each browser used, since each one offers specific features and options.  

Web beacon: small images, also known as "pixel tags" or "clear GIFs", which we may include in our websites, 

services, apps, messages, and tools. Generally, they work with cookies to identify our users and their 

activities.  

Similar technologies: technologies that store data in the browser or device using objects shared or stored 

locally, such as flash cookies, HTML 5 cookies and other software methods for web applications. These 

technologies work in all browsers. In some cases, the use of local storage cannot be fully handled by the 

browser but needs to be managed with special tools. We do not use these technologies to store information 

useful for creating targeted advertising on our or other websites.  

The terms "cookie" and "similar technologies" can be used interchangeably in this policy with reference to 

all technologies used to store data in the browser or the user's device or to the technologies that collect data 

or allow the user to be identified as described above.  

2. User choice and the use of cookies, web beacons and similar technologies  

Certain Platform functions, services, apps and tools are available only through the use of these technologies. 

The user can always block them, delete them or disable them if your browser, installed app or device allows 

it. However, if the user deactivates cookies or other similar technologies, they may not be able to take 

advantage of certain Platform features, services, apps or tools. The Platform may require the user to re-enter 

their password repeatedly during a session or prevent the user from resuming the view of a video content.  

For more information on how to block, delete, or disable these technologies, see your device or browser 

settings.  

In general, these technologies allow our sites, services, apps and tools to store important information in the 

user's browser or device, and then use them later to identify the user on our servers or internal systems. 

Where applicable, we protect cookies and other similar technologies to ensure that only we and/or our 

authorized service providers can interpret them by assigning them a unique code. The user's personal data 

is not stored in cookies or other similar technologies.  

This Platform only uses first-party technical cookies, web beacons or other similar technologies that are 

necessary from an operational point of view. Such cookies, web beacons or other similar technologies are 

solely used to allow you access on the platform, to prevent fraudulent activity, to improve security and to 

enable other functions of the platform such as those allowing you to resume the view of a video content. 

 

4. User’s rights  

You have the right to obtain confirmation of the existence of your personal data at any time. In particular, 

you have the right to know the source of your personal data, the purposes and methods of the processing, 

the logic applied with the help of electronic means and the identification details of the data controller, the 

data processor or authorized personnel. 



You also have the right to update, rectify or integrate your data and to object to processing where there are 

legitimate reasons.  

You may exercise your rights by contacting dpo@eni.com  

For all other information on the collection and processing of personal data, see the applicable privacy notice 

at the following webpage:  

https://irena.altaformazione.dev/theme/enichange/pdf/MyChangeAFID_PrivacyPolicy.pdf 
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